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MEMORANDUM FOR  AFCT/CA (AO)
(ATTN: AUTHORIZING OFFICIAL)

FROM: XXX/XXX
Address
xxxxxxxx
SUBJECT:  Letter of Assurance for <AF ID>

1. [bookmark: _GoBack]Request an <Authorization to Operate/Interim Authorization to Operate/Test (ATO/IATO/IATT)> for <AF ID> and <if applicable> Authorization to Connect (ATC) to XXX. <If it is an IATT, include test period dates>. <If this is a continuance of current ATO - "Request a continuance of our Authorization to Operate (ATO) for L-XXXXX.">

2. General information:

a. Location(s):
b. Security Control Assessor (SCA): Jesus Flores, Civ, 412 TW/IPIM, 661-277-8193 (DSN 527), jesus.f1ores.l7@us.af.mil
c. Program Manager (PM)/Information System Owner (ISO): <Name, Rank/Grade, Org/Ofc sym, phone nbr, email>
d. Information Systems Security Manager (ISSM): <Name, Rank/Grade, Org/Ofc sym, phone nbr, email>
e. Information Systems Security Officer (ISSO): <Name, Rank/Grade, Org/Ofc sym, phone nbr, email>

3. <Enter last authorization information. Include conditions if applicable and if they were met or not met. Include System Type, Security Categorization and ATO date and expiration date.>

4. <Enter system description/information>

5. Changes since last authorization:
<a. The following hardware has been added:>
<1) One (1) Application Server (IAW Approved SIA 96TW-2021-XXXX)>
<2) Six (6) CISCO Switches 2130G (IAW Approved SIA 96TW-2021-XXXX)>
<b. The following software has been updated:>
<1) AFRL Port Protection Program (P3) (IAW Approved SIA 96TW-2021-XXXX)>
<2) CornerBowl Auditing Software (IAW Approved SIA 96TW-2021-XXXX)>
<c. DTAs have been added and removed (IAW DTA Changes MFR, dated XX XXX XXXX)>
<d. PIDs have been added and removed (IAW Approved AFTC PID Addition Letter, dated XX XXX XXXX)>

6. Impact if disapproved: <Impact>

7. My assessment and authorization POC is <Name, phone nbr, email>.






ISO/PM's Signature Block
